
 

 
 
 
PHISHING SAMPLES RELATED TO COVID-19 
Cyber actors may send emails with malicious attachments or links to fraudulent websites to trick 

victims into revealing sensitive information or donating to fraudulent charities or causes. Exercise 

caution in handling any email with a Corona or COVID-19-related subject line, attachment or hyperlink, 

and be wary of social media please, texts or calls related to COVID-19/Corona. Below you find a few 

examples of fraudulent messages. 

 

 

 

 



 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

  



 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 


